Robustness of Transportation Networks: The Case of Madagascar’s Road Network
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ABSTRACT

Madagascar's road network is a fragile infrastructure, which is vulnerable to the frequent natural disasters experienced by this island nation. Questions arise about the ability of the current network to withstand these challenges and the extent to which its integrity can be maintained how far will it be able to maintain its integrity and its ability to serve the national economy. To measure the robustness of the national road network, intercity road connections are modeled as a Poisson random network. The model contains 171 nodes representing cities and 251 road connections taken from the official island road map. A random graph model with a degree distribution \(<k>= 2.93\) has been obtained for the study of network resilience. Natural vulnerability is induced as a random attack on the network. Tests of network resilience under coordinated attack follow three strategies stemming from the centrality importance of the nodes: i) degree, ii) closeness, and iii) betweenness centrality. Results show higher vulnerability against targeted attacks compared with random failures. The betweenness-based strategy turns out have the most devastating effect on the network.
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1. INTRODUCTION

Madagascar is an island country located off the south east coast of Africa, in the Indian Ocean. Due to its geographic situation, the island is vulnerable to frequent natural disasters, especially tropical cyclones. Every year between December and April, powerful cyclones from the Indian Ocean and the Mozambique Channel sweep across the country and challenge its fragile infrastructure. This paper studies the robustness of the national road network infrastructure under such conditions. In [1], robustness is defined as “the ability of a network to continue performing well when it is subject to failures or attacks.” This study will focus on the resilience of the country’s road network. For this purpose, the complex network approach will be used to model the national road network.

The current development of complex network theory is largely due to the growth of real-world networks, such as the Internet, airline networks, and various social and biological networks [2], [3], [4]. Complex network theory has been used to deal with various types of real-world networks. Recently, network research has focused on areas such as the modeling of human strategic organization for the study of military supply chains [5]. Neubert and Elsasser (2010) and Wu et al. (2008) enhanced the random network model by incorporating growth behavior in real-world networks having a power law degree distribution.

Several studies in the literature focused on the robustness of complex networks under different types of attack. A complete study of the robustness of the random graph has been developed by Newman et al. [6] using percolation theory with any degree distribution. In the area of transportation systems, complex network theory has become a primary tool for network analysis and has been applied to air transport systems [7], [8], metro networks [9], etc. A review of the latest advances in the field of complex network techniques to approximate real-life models is given in [7]. For the specific case of land transportation networks, von Ferber et al. [10] analyzed a public transportation network under random and targeted attack. A previous study made by the same author [11] reported on the resilience of public transport networks against attacks for 14 major cities around the world. Similarly, Wu et al. [3] analyzed the structural properties of four urban street networks in China with the help of GIS techniques and complex network theory by considering the spatial and geographical dimensions of the network. Berche et al. [12] made a comparison between the robustness of the public transit networks of Paris and London. An extensive review of the evolution of complex network modeling was also conducted Barthelemy [13], which touched on road networks and other infrastructure, such as power grids and water distribution systems. Finally, concerning transportation systems and natural disaster, Balaei and Khademi [14] reported a recent study on the vulnerability of transportation networks to earthquakes.
For the present study of the robustness of road networks in Madagascar, this paper is organized in three parts: i) a summary of theoretical tools and methodologies from complex network theory used in the study; ii) a presentation of results; and iii) the conclusions and future outlook.

2. Methodology

The classical random network model [4],[15] is used to model the national road infrastructure network. Such networks have a binomial degree distribution that can be approximated by the Poisson law defined in (1) [13],[16],[17],[18].

\[ P(k) = e^{-\langle k \rangle} \frac{\langle k \rangle^k}{k!} \]

where \( \langle k \rangle \) is the average node degree of the network.

The network model is constructed using the official road map issued by the national geography bureau (FTM). Road intersections are presented as nodes and routes as links [13]. The natural vulnerabilities due to tropical cyclones are translated into random attacks on the network while intentional attacks, which require a certain level of organization to implement, are modeled as targeted attacks [19]. In practice, both random and intentional attacks involve the successive removal of nodes from the network; however, for targeted attacks, three strategies have been retained to sense the robustness the network under each.

Nodes are removed from the most important to the least important according to their rankings in i) degree centrality, ii) closeness centrality, and iii) betweenness centrality [3],[10]. The different notions of centralities used for this work are as follows [18].

If \( M = [a_{ij}] \) is the adjacency matrix of the connected graph with \( n \) dimensions,

The degree centrality \( \delta_i \) is the measure of the connectivity of the node \( i \):

\[ k_i = \sum_{j \in N} a_{ij} \]

The closeness centrality \( C_{ci} \) is the measure of the accessibility of the node \( i \) on the network:

\[ C_{ci} = \frac{n-1}{\sum_{j,\neq i} d_{ij}} \]

With \( d_{ij} \) the length of the shortest path between nodes \( i \) and \( j \).

Betweenness centrality \( C_{bi} \) measures how many times the node \( i \) serves as a bridge between two other nodes in the network:

\[ C_{bi} = \sum_{s \neq i} \sum_{t \neq i} \frac{\sigma_{si}(t)}{\sigma_{st}} \]

This is the ratio between the number of shortest paths from node \( s \) to node \( t \) and crossing node \( i \), and the total number of shortest paths between \( s \) and \( t \).

The literature provides various methods to measure the robustness of complex networks, such as the length of the shortest path in the network and/or clustering coefficients [20]. In this paper, the size of the giant component [21] has been retained as a criterion of robustness [3],[5],[6],[10],[11]. The size of the giant component is a suitable criterion in the sense that after an attack, it provides information about how many cities are left to communicate and maintain economic activities.

All maps required for the study have been processed with QGIS and simulations have been programmed and run under a MATLAB environment.

3. Results

The model network contains 171 inter-city road intersections and 251 routes, with a total of 25,186 km of roads. The average degree equals 2.93 and the degree frequency distribution of the random graph model is presented in Fig. 1.

The three centrality measures provide a classification of the nodes on the entire network. The five most important nodes of the network, according to the three centrality measures, are listed in Table 1.

Table 1

<table>
<thead>
<tr>
<th>Rank</th>
<th>Degree</th>
<th>Closeness</th>
<th>Betweenness</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Ambondromany</td>
<td>Nosy Varika</td>
<td>Moramanga</td>
</tr>
<tr>
<td>2</td>
<td>Ambanja</td>
<td>Vatomandry</td>
<td>Mahanoro</td>
</tr>
<tr>
<td>3</td>
<td>Marovoay</td>
<td>Moramanga</td>
<td>Nosy Varika</td>
</tr>
<tr>
<td>4</td>
<td>Antananarivo</td>
<td>Mahanoro</td>
<td>Vatomandry</td>
</tr>
<tr>
<td>5</td>
<td>Ifanadiana</td>
<td>Ifanadiana</td>
<td>Ihosy</td>
</tr>
</tbody>
</table>

Table 1 displays an inconsistency among the three centrality rankings; except for three cities that remain on the top five of the most important nodes of the network (Nosy Varika, Moramanga, and Ifanadiana).

Fig. 2 is a plot of the size of the giant component against the fraction of nodes removed from the network. It summarizes the robustness of the network under random...
and targeted attack. The targeted attack is coordinated after three strategies to match the three centralities rankings. Note that for the coordinated attack, the centrality ranking has to be updated before each step. The importance given to any particular node constantly changes during one sequence of attack. A record of the first sequences for each coordinated attack strategy is shown in Table 2.

Table 2: Attack Sequences

<table>
<thead>
<tr>
<th>nodes</th>
<th>Degree</th>
<th>Closeness</th>
<th>Betweenness</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Ambondromamy</td>
<td>Nosy Varika</td>
<td>Moramanga</td>
</tr>
<tr>
<td>2</td>
<td>Ambanja</td>
<td>Antsirabe</td>
<td>Ivato</td>
</tr>
<tr>
<td>3</td>
<td>Antananarivo</td>
<td>Bekopaka</td>
<td>Malaimbandy</td>
</tr>
<tr>
<td>4</td>
<td>Fianadiana</td>
<td>Ambohitraalalana</td>
<td>Ambondromamy</td>
</tr>
<tr>
<td>5</td>
<td>Amboasary</td>
<td>Antalaha</td>
<td>Maintirano</td>
</tr>
</tbody>
</table>

For the three targeted attack strategies, Fig. 3 presents a graphical overview of the geographical repartition of the centralities for the four first steps of the sequence. Degree centrality results are presented on the first column, the closeness centrality on the second column, and betweenness centrality on the last column. Fig. 3 provides a pictorial translation of the curves in Fig. 2. Once the first node is knocked out from the network, the weakness rapidly spreads all across the country. It has been found that for the inherent structure of the current network, the entire network has a very low closeness centrality score. After the fourth attack, the network converges to a state where the overall closeness centrality equals zero. For this case, a random strategy is adopted for the next strike until the network reaches a state where centrality can be computed.

4. DISCUSSION

The model of Madagascar’s intercity road network as a random network shows that the road network is generally fragile. The results represented in Fig. 3 shows that after just a few attacks, an increasing number of nodes become network liabilities. The giant component exists under the percolation limit of 34% functional nodes. Above this percolation limit, the entire network is fragmented. Similar to other studies [3], it is also shown by Fig. 2 and Table 2 that the national road infrastructure network is more resilient to random attacks compared with the three types of targeted attack. In fact, under a random attack, 10% damaged nodes on the network yields an 80% remaining functional network. However, the same amount of damage leaves only 21%, 39%, and 12% of the network functional from degree, closeness, and betweenness centrality, respectively. A successive attack starting from the most important node, according to betweenness centrality, yields faster collapse of the network than any other strategies. Hence, the node betweenness-based strategy is the most destructive among all strategies of attack, random and targeted.

Fig. 2. Response curves of the network under sustained attack strategies.

Fig. 3. Sequences of target nodes under targeted attacks following the degree centrality strategy (left), closeness centrality strategy (middle) and betweenness centrality strategy (right)
5. CONCLUSIONS

A random network model of the country's road network gives us a deeper insight into the system's resilience against frequent challenges as a whole. It has been demonstrated that the network is far more vulnerable to targeted than random attacks. From the literature, similar studies of public transport networks are mostly made for individual cities; in this case, a nationwide system has been used to study an entire network and its behavior. Therefore, this study contributes to our understanding of potential threats and informs the future design of a better network. As the primary transport system for the island, the road network plays several roles besides sustaining the domestic economy. This study opens several perspectives and can be taken as a starting point for studies related to nationwide networking in areas such as communications, emergency response, and controlling disease epidemics.
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